
What our education 
customers are saying



CONFIDENTIAL 2

“Vectra saved the A&M System $7 million 
in a year and we cut threat investigation 
times from several days to a few 
minutes.” 

Dan Basile 
Executive Director of the Security Operations Center 
The Texas A&M University System 

Read the case study

What our education customers are saying

https://content.vectra.ai/rs/748-MCE-447/images/CaseStudy_TexasAM.pdf


CONFIDENTIAL 3

The solution has reduced the time it 
takes us to respond to attacks by 
approximately 20 percent.

Eric Weakland
Director, Information Security
American University

Read the Review

What our education customers are saying

https://content.vectra.ai/rs/748-MCE-447/images/ITCentral-CaseStudy-AmericanUniversity.pdf


CONFIDENTIAL 4

We can sleep better. 

Efficiency increased. There is less 
technical work to be done to ensure that 
nothing is happening from threats. Now, 
the system gives us the transparency that 
we need.

Security Manager
European University System

Read the Review

What our education customers are saying

https://content.vectra.ai/rs/748-MCE-447/images/ITCentral-CaseStudy-University.pdf


CONFIDENTIAL 5

Since deploying Vectra, our team can 
monitor the entire A&M System network 
for cyberattackers and run the Security 
Operations Center with incredible 
efficiency.

Dan Basile 
Executive Director of the Security Operations Center 
The Texas A&M University System 

Read the case study

What our education customers are saying

https://content.vectra.ai/rs/748-MCE-447/images/CaseStudy_TexasAM.pdf


CONFIDENTIAL 6

It is one of those rare products that works 
the way it’s supposed to. The technology 
and science behind Vectra complement 
each other in one incredible solution that 
ensures your investment is well spent. 

Senior Security Engineer
Major University Healthcare 
System 

Read the Case Study

What our education customers are saying

https://content.vectra.ai/rs/748-MCE-447/images/CaseStudy_UniversityHealthcare.pdf


CONFIDENTIAL 7

It's easier to get our analysts up to speed 
and be effective. The solution has helped 
move approximately 25 percent of the 
work from our Tier 2 to Tier 1 analysts.

Eric Weakland
Director, Information Security
American University

Read the case study

What our education customers are saying

https://content.vectra.ai/rs/748-MCE-447/images/CaseStudy_AmericanUniversity.pdf


CONFIDENTIAL 8

We have visibility into malicious behaviors 
in internal east-west traffic and in north-
south traffic to and from the internet. 

The detections are always prioritized so 
we know which ones are critical to 
address. 

Eric Weakland
Director, Information Security
American University

Read the case study

What our education customers are saying

https://content.vectra.ai/rs/748-MCE-447/images/CaseStudy_AmericanUniversity.pdf


CONFIDENTIAL 9

The truth is in the network traffic and 
Vectra uncovers that truth.

Senior Security Engineer
Major University Healthcare 
System 

Read the Case Study

What our education customers are saying

https://content.vectra.ai/rs/748-MCE-447/images/CaseStudy_UniversityHealthcare.pdf


CONFIDENTIAL 10

Cognito captures metadata at scale from 
all network traffic and enriches it with a lot 
of useful security information. 

Getting context up-front tells us where and 
what to investigate. 

Eric Weakland
Director, Information Security
American University

Read the case study

What our education customers are saying

https://content.vectra.ai/rs/748-MCE-447/images/CaseStudy_AmericanUniversity.pdf


CONFIDENTIAL 11

Cognito catches much more than an 
analyst who has to sift through signature 
alerts. It also reduces false positives, 
especially from authorized PowerShell 
user traffic, which sometimes appears 
very suspicious. 

Eric Weakland
Director, Information Security
American University

Read the case study

What our education customers are saying

https://content.vectra.ai/rs/748-MCE-447/images/CaseStudy_AmericanUniversity.pdf


CONFIDENTIAL 12

The triaging is very interesting because 
we can do more with less work. We have 
more visibility, without too many false 
positives. 

Security Manager
European University System

Read the Review

What our education customers are saying

https://content.vectra.ai/rs/748-MCE-447/images/ITCentral-CaseStudy-University.pdf


CONFIDENTIAL 13

Cognito Detect gives us poignant, 
actionable alerts and reduces anomalous 
noise and unintelligible events.

Senior Security Engineer
Major University Healthcare 
System 

Read the Case Study

What our education customers are saying

https://content.vectra.ai/rs/748-MCE-447/images/CaseStudy_UniversityHealthcare.pdf


Vectra protects businesses by seeing threats and 
stopping attacks across cloud, data center, IoT 
and enterprise with AI-driven network detection 
and response.

Email info@vectra.ai vectra.ai
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